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Safe Harbor Statement

This presentation contains forward-looking statements within the meaning of Section 27A of the Securities Act of 1933 and Section 21E of the Securities 

Exchange Act of 1934. Forward-looking statements generally relate to future events or our future financial or operating performance. In some cases, you can 

identify forward-looking statements because they contain words such as "may," "will," "should," "expects," "plans," "anticipates," "could," "intends," "target," 

"projects," "contemplates," "believes," "estimates," "predicts," "potential" or "continue" or the negative of these words or other similar terms or expressions 

that concern our expectations, strategy, plans or intentions. Forward-looking statements in this presentation include, but are not limited to, our expectations 

that the market for our products will continue to grow and develop; and our expectations regarding product developments and enhancements and adoption of 

those products by our customers. Our expectations and beliefs regarding these matters may not materialize, and actual results in future periods are subject 

to risks and uncertainties that could cause actual results to differ materially from those projected. These risks include our ability to continue to deliver and 

improve our products and successfully develop new products; customer acceptance and purchase of our existing products and new products; our ability to 

retain existing customers and generate new customers; the market for network traffic visibility solutions not continuing to develop; competition from other 

products and services; and general market, political, economic and business conditions. Any forward-looking indication of plans for products is preliminary 

and all future release dates are tentative and subject to change. Any future release of products or planned modifications to product capability, functionality, or 

features are subject to ongoing evaluation by Gigamon, and may or may not be implemented and should not be considered firm commitments by Gigamon 

and should not be relied upon in making purchasing decisions.

The forward-looking statements contained in this presentation are also subject to other risks and uncertainties, including those more fully described in our 

filings with the Securities and Exchange Commission, including our Annual Report on Form 10-K for the year ended December 27, 2014 and our Quarterly 

Report on Form 10-Q for the most recent quarterly period. The forward-looking statements in this presentation are based on information available to 

Gigamon as of the date hereof, and Gigamon disclaims any obligation to update any forward-looking statements, except as required by law.                                                                    
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The Gigamon Visibility Fabric1
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Security: Whatôs broken and what needs to change2
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Our Customer Journey -óSeed & Growô
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Visibility Enabling Consolidation & Optimization
WITH GIGAMON VISIBILITY FABRIC

Cloud

Internet

é

Switches Routers

Servers

Tools

Application Performance

Management

Network Performance

Management

Security

Customer Experience

Management



6©2015 Gigamon. All rights reserved.

Visibility Improving Customer Experience
WITH GIGAMON VISIBILITY FABRIC
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Visibility Delivering Pervasive Reach
WITH GIGAMON VISIBILITY FABRIC
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Out-Of-Band and Inline Deployments

Out-of-Band

Tools

Inline

Tools

Flow of Traffic

Flow of

Traffic

Failure bypass



Security: What Is Broken And
What Needs To Change
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Traditional Security Model

Perimeter or 

Endpoint Based

Simple 
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Static 
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ÅFocus on prevention
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ÅFixed locations, 
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Traditional Security Model

This model of security is

COMPLETELY BROKEN
yet it is still the model which many organizations continue to use
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No Dearth Of Proof Points

*http://variety.com/2014/film/news/sony-hack-unparalleled-cyber-security-firm-1201372889/

+http://www.opm.gov/news/releases/2015/06/opm-to-notify-employees-of-cybersecurity-incident/

++http://www.usatoday.com/story/tech/2015/02/04/health-care-anthem-hacked/22900925/

ñSony Entertainment CEO Michael Lynton told employees of the 

embattled studio Saturday that the hack attack that has resulted in 

the leak of employeesô personal informationand 

internal business documents is unprecedented in nature.ò*

ñé OPM will send notifications to 

approximately 4 million individuals 
whose PII may have been compromised.ò+

ñAs many as 80 million customers of 

the nation's second-largest health 

insurance company, Anthem Inc., have 

had their account information stolen, the 

company said in a statement.ò++
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Traditional Security Model
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Traditional Security Model
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More importantly é

THE VERY NATURE

OF CYBER THREATS

HAS CHANGED!
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Source: RSA 

Anatomy of an Advanced Persistent Threat (APT)
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