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DISCLAIMER

This presentation contains forward-looking statements. All statements other than statements of historical fact contained in this presentation are forward-looking statements. In some cases, you can identify
forward-l ooki ng statements by terminology such as fimay, 0 fiwatkespofiBponetddecdbsfiexppotendi apbdbaaos, dDcadani
comparable terminology. These statements are only current predictions and are subject to known and unknown risks, uncertaintiesand ot her factors that may cause our
of activity, performance or achievements to be materially different from those anticipated by the forward-looking statements. Although we believe that the expectations reflected in the forward-looking

statements are reasonable, we cannot guarantee future results, levels of activity, performance or achievements. Except as required by law, we are under no duty to update or revise any of the forward-looking
statements, whether as a result of new information, future events or otherwise, after the date of this presentation.

In addition to U.S. GAAP financials, this presentation includes certain non-GAAP financial measures. These non-GAAP financial measures are in addition to, and not a substitute for or superior to, measures
of financial performance prepared in accordance with U.S. GAAP.

This presentation contains statistical data that we obtained from industry publications and reports generated by third parties. Although we believe that the publications and reports are reliable, we have not
independently verified this statistical data.

The trademarks included herein are the property of the owners thereof and are used for reference purposes only. Such use should not be construed as an endorsement of the products or services of the
Company or this offering.

This document may not be retained, reproduced or distributed, in whole or in part, by any means (including electronic) without the prior written consent of CyberArk Software Ltd.

This document will not be left behind after this presentation, and by accepting this document and attending the presentation, you agree to be bound by the foregoing limitations.
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PROVEN RECORD OF GROWTH & PROFITABILITY

A 3,800+ global customers
AMore than 50% of Fortune 100

430% of Global 2000 4 1 00

5 Year CAGR

I Revenue

- Non-GAAP Operating Income?

1See appendix for Non-GAAP reconciliation

2012 2013 2014 2015 2016 2017
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CIO Journal.

Malware Targets
Vulnerable
Admin Accounts

Many a CIO has warned em-
ployees about malicious links in
e-mail that potentially give
hackers an entry into corporate
networks. Increasingly, sophisti-
cated cyber attacks are using

Privileged
Accounts Play Key
Role in Advanced
Cyber Attacks

Malware and attackers are
increasingly targeting
privileged accounts as part of
multi-stage operations where
they breach networks, gather
information, and exfiltrate

Privileged Account
Details Are Often
Shared and Can Be
a Weak Entry Point
for Attackers

Privileged user accounts can be
a way for attackers to infiltrate

Privilege Comes with Peril

in World of Cybersecurity

Security experts have been warning enterprises for some
tlme that the greatest secu rlty threats come from within:

info security

Privileged Accounts at
Root of Most Data Breaches

If enterprises ever were given wake-up call, it should
be thls stealing and exploiting privileged accounts is

InformationWeek

DARKReading

Watch the Watchers:
"Trusted' Employees
Can Do Damage

Privileged Accounts:
The Master Keys
Hackers Know Best

One big reason cyberintruders can easily roam far and wide, once
they crack inside a company network, is that many organizations

Graspmg the Problem

Many in the security industry tend to focus on authenticagion strength a

Ehe New Hlork Times

Attack Gave Chinese Hackers
Privileged Access to U.S. Systems

By DAVID E. SANCER. NIOOLE PERLROTH and MICHAEL D. SHEAR JUNE 20, 2015

= FINANCIAL TIMES myFT

England + AddtomyFT

England’s NHS hit by large scale cyber attack

6 HOURS AGO by: Financial Times

England’s National Health Service has been hit by a large
scale cyber attack, with hospitals across the country

reporting IT systems are down.
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Provides Proactive
Protection and Detection
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THE ATTACK SURFACE CONTINUES TO GROW
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CYBERARK BREAKS THE ATTACK CHAIN
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